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Abstract of the contribution: The contribution offers some analysis of the goals of the REAR work and how those could be achieved even with the Rel-13 L3 relay design. A way forward is proposed based on the analysis for scoping the REAR work to focus on the more valuable cases. 
1. Introduction
Based on the justification of FS_REAR WID (SP-160961), there are several motivations for enhancing the ProSE UE-to-Network relay function:
- Support of commercial usage, i.e. non-public safety use;
- Visibility of remote UE in CN for authorization, management and charging;

- Session continuity when change between direct and indirect 3GPP access;

- Finer grain QoS control for the eRemote UE traffic.
In the study and TR 23.733, somehow it is assumed that the L2 PDCP tunnelling architecture should be adopted without a proper analysis of the system level necessity and benefits. In addition, there is no investigation if the Rel-13 L3 based architecture with small changes can already achieve the same goal. 

In the following, some analysis of these aspects are presented and a way forward is proposed. 

2. Discussion

2.1 L3 Relay architecture and the REAR targets
2.1.1 Support of commercial usage

This issue is not affected by the relay architecture, i.e. it applies to both L2 and L3 architecture. 

ProSe Direct Communication was originally limited to Public Safety use because of the available spectrum and because of service requirements of ProSe. The ProSe Relay architecture defined in rel.13 in TS 23.303 can be easily adapted for other use, e.g. wearable use, or any other use. 
Observation 1: Commercial use can be supported with small changes in Rel-13 L3 Relay architecture when proper spectrum is configured.  
2.1.2 Visibility of Remote UE in Core Network
2.1.2.1 Authentication and authorization of indirect 3GPP communication 
This is also the key issue#1 identified in the TR 23.733. 
In Rel-13 L3 Relay design, TS 33.303 clause 6.7.3 provided the mechanism for the network (PKMF) to authenticate and authorize the Remote UE's access to the network via the Relay. This authentication and authorization can be based on a pre-allocated PRUK ID or the IMSI. The PKMF is also able to interact with BSF or HSS for the authentication of the Remote UE. Obviously, this framework can be used for REAR as well. If certain use cases desire the use of eRemote UE's USIM credentials for authentication and authorization, the above scheme can be enhanced to support that. The details should be studied by SA3.
In addition, in REAR, it is possible to make the PKMF as an extension to the MME that supports the Relay operation if control plane signalling is preferred. The eRelay UE can be directed to such MME via either DÉCOR or eDECOR mechanisms. 

Observation 2: Rel-13 L3 Relay framework can support the authentication and authorization of the eRemote UE by network.  
2.1.2.2 Awareness of the use of Relay connection
In Rel-13 L3 Relay design, the Relay UE will report the Remote UE towards its MME in the Remote UE Report procedure, as defined in TS 23.303 clause 5.4.4.1. This Remote UE information is also forwarded to the S-GW and PGW. 

Therefore, the core network is already aware of the Remote UE's connection via the Relay. Even in REAR cases, the Remote UE report could be enhanced to carry other information for further controls.    
Observation 3: Rel-13 L3 Relay framework already provides core network visibility of the Remote UE's connection via the Relay.  
2.1.2.3 Charging support

Related to the above discussion, the Remote UE information (ID and IP address) is already made available to the core network, i.e. MME, S-GW, and PGW. Therefore, charging support for the Remote UE is already possible. 

Observation 4: Rel-13 L3 Relay framework already provides charging support for the Remote UE's indirect 3GPP communication via the Relay.   
2.1.3 Session continuity support
In Rel-13 L3 Relay design, it is decided that IP address preservation is not needed, as indicated in TS 23.303 clause 4.4.3. Session continuity is expected to be supported via upper layer mechanisms. 
For Remote UE with MO traffic or already in CONNECTED mode, the UE can have direct 3GPP connection (via eNB) and indirect 3GPP connection (via Relay) at the same time, and transfer the session to the IP address obtained from Relay. 

For MT support when Remote UE is in IDLE mode, the Remote UE can enter CONNECTED mode via direct 3GPP Communication after received paging message via the eNB. Afterwards, the traffic can be transferred to the indirect 3GPP Communication via the Relay. 

L2 Relay is only needed for those UE unable or unwilling to establish direct 3GPP Communication when they received the page. This seems to be a very limited corner case, e.g. for some IoT devices with uplink capability limit.  

Observation 5: It is unclear if REAR needs to provide IP address preservation.    
2.1.4 QoS control and bearer management over PC5

With Rel-13 L3 Relay design, QoS is provided over the PC5 link using PPPP as defined in TS 23.303 clause 5.4.6. 
Even with L2 Relay architecture, the same QoS model would be used, unless RAN WGs can redesign the QoS mechanism over PC5. 

Observation 6: Same QoS mechanism, i.e. PPPP, would be used for the Relay operation. 
2.2 Impacts of L2 Relay architecture 
The L2 Relay architecture as currently documented in TR 23.733, significant network changes are necessary. The eNBs need to be enhanced to handle the special bearer handling with the tunnelled PDCP layer, and the MME needs to be enhanced to handle the authorization and authentication of the eRemote UE. This would limit the deployment and usability of this feature. For example, if the eNB cannot support the required new functions, the eRelay would not be able to serve any eRemote UEs. Likewise, if either the eRelay or eRemote UE's MME is not enhanced to support the new functions, connection will also fail. 

Therefore, such solutions may not fit for those wearable use cases, where the Relay is the Mobile Phone that has high mobility and can be located in any place. On the other hand, the L3 Relay architecture does not have major requirements on RAN side other than "presence" of LTE coverage for the Relay to Network connection. It should therefore be able to work in a much larger scale i.e. more areas.
In addition, based on the REAR use cases, e.g. Smart Watch/Wearable using Smart Phone as the relay, the eRemote UE and eRelay may also have communication needs, e.g. Smart Watch sync with the Phone. This can only be achieved with L3 Relay, where direct IP access between them are possible. With L2 Relay architecture, traffic would then needs to traverse the core network.   

Observation 7: Comparing to L3 Relay, L2 Relay has significant impacts to the network and therefore has limited usability. In addition, in the typical use cases, L3 Relay would be still required.  
2.3 Way forward for REAR
Based on the above discussion, it is suggested that the REAR study should consider the L3 Relay architecture for most of the use cases, and focus on the necessary enhancement or extensions. 
The L2 relay architecture can be studied, but with focused use cases and limited scope. 
3. Proposal
It is proposed to accept the following changes to TR 23.733.
FIRST CHANGE

Annex Y:

Solution based on L3 Relay architecture
Y.1 General

This solution is based on L3 ProSe UE-to-Network Relay architecture as defined in TS 23.303 [6]. Details on how the L3 Relay architecture satisfies the objectives of the study are provided in the following clauses. 
Editor’s Note: Solution documented in Annex Y is used as the baseline for the evaluation of other solutions.  
Y.2 Support of commercial usage


ProSe Direct Communication was originally limited to Public Safety use because of the available spectrum and because of service requirements of ProSe. The ProSe Relay architecture defined in TS 23.303 [6] can be adapted for other uses when appropriate spectrum and service are identified, e.g., similarly to the use of ProSe Direct Communication for V2X (See TS 23.285 [xx]).  

Y.3 Visibility of Remote UE in Core Network

Y.3.1 Authentication and authorization of indirect 3GPP communication 

This is also addressed in the key issue#1. 

In TS 33.303 [y], clause 6.7.3 provided the mechanism for the network (PKMF) to authenticate and authorize the Remote UE's access to the network via the Relay. This authentication and authorization can be based on a pre-allocated PRUK ID or the IMSI. The PKMF is also able to interact with BSF or HSS for the authentication of the Remote UE. 

Y.3.2 Awareness of the use of Relay connection

In the Rel-13 Relay design of TS 23.303 [6], the Relay UE reports the Remote UE information (User Info ID and IP address) towards its MME in the Remote UE Report procedure, as defined in TS 23.303 [6] clause 5.4.4.1. This Remote UE information is also forwarded to the S-GW and PGW. 
Therefore, the core network is already aware of the Remote UE's connection via the Relay. 
Y.3.3 Charging support for Remote UE
As described above, with the Remote UE Report procedure, the Remote UE information (User Info ID and IP address) is reported by the Relay UE to the core network, i.e. MME, S-GW, and PGW. Therefore, charging support for the Remote UE is already possible based on existing PS Domain Charging as defined in TS 32.251 [z]. 
Y.4 Session continuity support

In Rel-13 Relay design, IP address preservation is not supported, as indicated in TS 23.303 [6] clause 4.4.3. Session continuity is expected to be supported via upper layer mechanisms. 

For Remote UE with MO traffic or already in CONNECTED mode, the UE can have direct 3GPP connection (via eNB) and indirect 3GPP connection (via Relay UE) at the same time, and transfer the session to the IP address obtained from the Relay UE. 

For MT support when the Remote UE is in IDLE mode, the Remote UE can enter CONNECTED mode via direct 3GPP Communication after having received a paging message directly from the eNB via Uu. Afterwards, the traffic can be transferred to the indirect 3GPP Communication via the Relay. 

Y.5 QoS control and bearer management over PC5

With Rel-13 Relay design, QoS is provided over the PC5 link using PPPP as defined in TS 23.303 [6] clause 5.4.6. 

Y.6
Issues for further discussion
The following issues are for further discussion:

- 
Privacy protection of eRemote UE’s traffic: For L3 Relay, IP packets of the 
Remote UE’s traffic is visible to the Relay UE. To protect the eRemote UE’s traffic, a upper layer security mechanism, (e.g. IPSec, TLS, etc.) is needed. 
-
The L3 Remote UE authentication involves both CN and Relay UE and the security key material for the Remote UE is visible by Relay UE.
-
In order to support 
Non-IP data for Remote UE over L3 relay architecture, the following is required:

-
individual PDN connection for each Remote UE, and

-
support of NIDD in the Relay UE and

-
Application layer protection is needed, if Remote UE’s Non-IP data needs to be concealed from the Relay UE. 
- 
IP address preservation: If IP address preservation is required by certain applications for the Remote UE, TR 23.703 [zz] documented potential enhancement mechanisms which may affect the CN.
- 
Bearer level QoS support over side link: This issue applies to PC5 interface, regardless of the Relay architecture. Currently the PC5 design (i.e., PPPP) does not support LTE-Uu like bearer level QoS, since there is no lower layer control and feedback. To support bearer level QoS, RAN needs to entirely redesign PC5. 
END OF CHANGES
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